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SUBCHAPTER E—GAMING LICENSES AND BACKGROUND 
INVESTIGATIONS FOR KEY EMPLOYEES AND PRIMARY 
MANAGEMENT OFFICIALS 

PARTS 550–555 [RESERVED] 

PART 556—BACKGROUND INVES-
TIGATIONS FOR PRIMARY MAN-
AGEMENT OFFICIALS AND KEY 
EMPLOYEES 

Sec. 
556.1 Scope of this part. 
556.2 Privacy notice. 
556.3 Notice regarding false statements. 
556.4 Background investigations. 
556.5 Report to Commission. 

AUTHORITY: 25 U.S.C. 2706, 2710, 2712. 

SOURCE: 58 FR 5813, Jan. 22, 1993, unless 
otherwise noted. 

§ 556.1 Scope of this part. 
Unless a tribal-state compact allo-

cates sole jurisdiction to an entity 
other than a tribe with respect to 
background investigations, the require-
ments of this part apply to all class II 
and class III gaming. 

[58 FR 5810, Jan. 22, 1993, as amended at 58 
FR 16494, Mar. 29, 1993] 

§ 556.2 Privacy notice. 
(a) A tribe shall place the following 

notice on the application form for a 
key employee or a primary manage-
ment official before that form is filled 
out by an applicant: 

In compliance with the Privacy Act of 1974, 
the following information is provided: Solici-
tation of the information on this form is au-
thorized by 25 U.S.C. 2701 et seq. The purpose 
of the requested information is to determine 
the eligibility of individuals to be granted a 
gaming license. The information will be used 
by the Tribal gaming regulatory authorities 
and by the National Indian Gaming Commis-
sion members and staff who have need for 
the information in the performance of their 
official duties. The information may be dis-
closed to appropriate Federal, Tribal, State, 
local, or foreign law enforcement and regu-
latory agencies when relevant to civil, crimi-
nal or regulatory investigations or prosecu-
tions or when pursuant to a requirement by 
a tribe or the National Indian Gaming Com-
mission in connection with the issuance, de-
nial, or revocation of a gaming license, or in-
vestigations of activities while associated 

with a tribe or a gaming operation. Failure 
to consent to the disclosures indicated in 
this notice will result in a tribe’s being un-
able to license you for a primary manage-
ment official or key employee position. 

The disclosure of your Social Secu-
rity Number (SSN) is voluntary. How-
ever, failure to supply a SSN may re-
sult in errors in processing your appli-
cation. 

(b) A tribe shall notify in writing ex-
isting key employees and primary 
management officials that they shall 
either: 

(1) Complete a new application form 
that contains a Privacy Act notice; or 

(2) Sign a statement that contains 
the Privacy Act notice and consent to 
the routine uses described in that no-
tice. 

(c) All tribal gaming ordinances and 
ordinance amendments that have been 
approved by the Chairman prior to the 
effective date of this section and that 
reference this notice do not need to be 
amended to comply with this section. 
All future ordinance submissions, how-
ever, must comply. 

(d) All license application forms used 
180 days after the effective date of this 
section shall contain notices in compli-
ance with this section. 

[74 FR 36938, July 27, 2009] 

§ 556.3 Notice regarding false state-
ments. 

(a) A tribe shall place the following 
notice on the application form for a 
key employee or a primary manage-
ment official before that form is filled 
out by an applicant: 

A false statement on any part of your li-
cense application may be grounds for deny-
ing a license or the suspension or revocation 
of a license. Also, you may be punished by 
fine or imprisonment (U.S. Code, title 18, 
section 1001). 

(b) A tribe shall notify in writing ex-
isting key employees and primary 
management officials that they shall 
either: 
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